**Test Case Requirements – Account Information (Supplier)**

**Preconditions**

1. The user must be logged in.

**Basic Flow**

*Contact Information*

1. The user selects the “Contact Information” tab.
2. The system displays the following fields as view only:
   1. User Name
   2. First Name
   3. Last Name
   4. Email
3. The system displays the ‘Edit’ button.

*Account Information*

1. The user selects the “Account Information” tab.
2. The system displays the following fields:
   1. User Name (view-only)
   2. Password (editable and required)
   3. New Password (editable and required)
   4. Confirm New Password (editable and required)
3. The system displays the ‘Change Password’ button and ‘Cancel’ button.
4. The system displays the following fields:
   1. Current Password (editable and required)
   2. Security Question (editable)
   3. Security Answer (editable and required)
5. The system displays the ‘Update Security’ button.

**Alternate Flow(s)**

*Update Contact Information*

1. The user clicks the ‘Edit’ button while on the Contact Information tab.
2. The system hides the view-only form.
3. The system displays the editable form:
   1. User Name
      1. .
   2. First Name
   3. Last Name
   4. Email (view-only)
4. The user makes any changes as needed.
5. The user clicks the ‘Save’ button.
6. The system validates the form.
   1. 508 Compliance requires that alert must include a pop-up with a detailed error message.
7. The system saves the information.
8. The system refreshes the page in view-only mode. CURRENTLY DOESN’T

*Cancel Update Contact Information*

1. The user clicks the ‘Cancel’ button while editing the Contact Information.
2. The system reloads the Contact Information in view-only mode.

*Change Password*

1. The user selects the “Account Information” tab.
2. The system displays the following fields:
   1. User Name (view-only)
   2. Password (editable and required)
   3. New Password (editable and required)
   4. Confirm New Password (editable and required)
3. The system displays the ‘Change Password’ button and ‘Cancel’ button.
4. The user fills in the required fields.
5. The user clicks the ‘Change Password’ button.
6. The system validates the form.
   1. 508 Compliance requires that alert must include a pop-up with a detailed error message.
7. The system saves the information.
8. The system displays the message that the password has been changed.
9. The system displays the ‘Continue’ button.
10. The user clicks the ‘Continue button.
11. The system refreshes the page and displays the Contact Information tab in view-mode.

*Cancel Change Password*

1. User clicks ‘Cancel’ while in the Account Information tab.
2. The System clears the Password, New Password, and Confirm New Password text boxes.
   1. The system does not save any changes to the user’s password.

*Update Security Question/Answer*

1. The user selects the “Account Information” tab.
2. The system displays the following fields as editable and required:
   1. Current Password
   2. Security Question
   3. Security Answer
3. The system displays the ‘Update Security’ button.
4. The user enters the required information.
5. The user clicks the ‘Update Security’ button.
6. The system validates the form.
   1. 508 Compliance requires that alert must include a pop-up with a detailed error message.
7. The system saves the information.
8. The system displays a message stating that the security question has been updated.

*Invalid Information Entered*

1. The user enters invalid information or leaves a required field blank.
2. The system validates the information entered.
3. The system alerts the user with an error message.
   1. 508 Compliance requires that alert must include a pop-up with a detailed error message.

**Post Conditions**

None